Kak napcutb canTbl C 3alUTOU -
COBpPEMEHHbIE TEXHOJIOTUU U MeTOoAbl
o6xopna 6nokuposok B 2025 roay

KpaTtkoe copeprxaHue

Mpouecc n3eneyeHns faHHbIX 3 nHTepHeTa B 2025 rogy cTan 3HauYMTeNbHO TPyAHee n3-3a
BHEAPEHVS MHTENNEKTYaNbHbIX CUCTEM 3awnThbl, Takmx kak Cloudflare, DataDome n Akamai.
3T cUCTEMbI aHANM3MPYIOT HE TONTbKO KONIMYECTBO 3aMpoCOoB, HO 1 LMPPOBbIE OTNEYATKM
6pay3epa, ceTeBble NAapPaMeTPbl 1 Aaxe MaHepy ABUXEHUS MblwKW. B gaHHOM MaTepuane
noppobHO pas3bupaoTcs MeToabl MaCKMPOBKW MO PeanbHOro Nob30BaTeNs, UCNONb30BaHWE
crneunannanpoBaHHbIX b1ubnmnoTek Bpoge curl-impersonate n Camoufox, a Takxe ctpaTterum
ynpaBneHusi NpoKcu-cepBepami. Bbl y3HaeTe, kak paboTatoT COBPEMEHHbIE anroOpUTMbl
OLLEHKW PUCKa, NMOYEMY CTaHOAPTHbIE MHCTPYMEHTBI aBTOMAaTM3aL MK 6osbLie HE CNPaBNSOTCA
N KaKne TEXHUYECKUNE peLLEHNS MO3BONSIOT CTabunbHO cobupaTb MHHOPMALMIO B YCIOBUSX
XecTkou 3awwmTbl. MIHPopMaums ByaeT nonesHa Kak onbITHbIM pa3paboTymkaMm, Tak U TEM, KTO
TONbKO HauMHaeT pPa3bmnpaTbCa B TEXHUYECKOM YacTu cObopa AaHHbIX.

CoBpeMeHHble MeXaHU3Mbl O6HapYy>KeHuUs
aBTOMaTU3MpPOBaAHHOro Tpadpuka

Mpouecc aBTomMaTnyeckoro cbopa nHbopmaLmm npetepren cepbeaHble U3MeHeHus. Ecnn
LEeCcsaTb NeT Ha3ag a/19 61I0KMPOBKU XBaTalo MPOCTOrO OTCNEXMBAHUS KOTIMYECTBA 3aNpOCOB C
OLHOrO afpeca, TO CErofHs 3alMTa CTPOUTCS Ha KOMMIEKCHOM aHann3e LecsTKOB
napameTpos.' KoMnaHum, 3aHMMaloLmMecs 3almTon oT 60TOB, MCMONb3YIOT anropUTMbI
MaLUMHHOro 0byyeHns ans GOpPMUPOBAHNS OLEHKU [OBEPUS K KaXAOMY NOoceTUTento. 9ToT
nokasatesib OnpefenseT, NoayYnuT NN NONb30BaTENb [OCTYN K KOHTEHTY UM CTONKHETCS C
NPOBEPKOW.

CucTeMbl 3alUThI TeNepb PaboTaloT Ha Pa3HbIX YPOBHAX. Ha CETEBOM YPOBHE OHU NPOBEPSIOT
napameTpbl WndpoBaHus. Ha ypoBHe Bpay3epa OHW BbINOMHAT HEBUAUMbIE CKPUMTHI 49
cbopa xapakTepUCTUK YCTPOMCTBA. Ha ypoBHE NOBEAEHMS OHM CeaaT 3a TeM, Kak BbICTPO
yenoBek NepeMeLLLaeTcs No CTPaHMLAaM 1 Kak OH B3aumogenctayeT ¢ uHtepdencom.® Takas
MHOrOCJIOMHas nperpana aenaet obbluHble CKPUMTLI Ha 6ase CTaHAaPTHbIX BubnuoTek
6ecnonesHbIMu.

YpoBeHb npoBepku Yto aHanu3upyetcs MHCTpYMEHTbI 3aluUThbI




CeTeBol OtneuaTkun TLS (JA3/JA4), Cloudflare, Akamai
napameTpbl HTTP/2,
penyTtaums [P °

Bpay3epHbin Canvas, WebGL, DataDome, PerimeterX
ayamo-oTrneyaTku, Hannmuune
WebDriver ’

MNoBepeHYeckui OBmxeHus mbiwm, ckopocTb | HUMAN Security, Kasada

Habopa, NaTTePHbI
nepexonos °

AnnapaTHbin Mogenb GPU, konnyecTtBo Bce coBpemeHHble
spep npoueccopa, cUcTeMmsl
cocTosiHMe 6atapen

CTaTUCTMKa NOKa3bIBaET, YTO Tpaduk 6OTOB, CO3AaHHbIX C MOMOLLbIO NCKYCCTBEHHOTO
nHTennekTa, B 2025 rofy BbIPOC B YeThipe pa3a.”’ OTo 3aCTaBnseT BrafenbLes CainToB
BHEAPSTL ele bonee XecTkne Metoapbl GunbTpaLmmn. Tonbko OKomno 2.8% KpPymHbIX PecypcoB
OCTalOTCA NOMHOCTbIO HE3ALMLLEHHBIMW OT aBTOMATU3MPOBaHHOTO cbopa. '

CeTeBOM YPOBEHb U TEXHOJNIOrUU UMUTALUU
oTneyvyaTkos tis

OpfHOM M3 CaMbIX YaCTbIX MPUYMH MITHOBEHHOMO GaHa SBNSIETCS HECOOTBETCTBME NAapPaMeTPOB
CeTeBOro coeguHeHus. Korga nporpamma nblTaeTcs NOAKMOUNTLCS K CepBEPY MO NMPOTOKOIY
HTTPS, nponcxognT 06MeH faHHbIMU 19 YCTAHOBKM 3alLMLLEHHOrO kaHana. bpaysepbl
Chrome, Firefox n Safari penatoT 310 N0-pasHoOMy, MCNONb3ys pPa3Hble Habopbl aNrOPUTMOB
WNPPOBAHMS 1 PACILMPEHNIA.

CucTemsbl 3aWKUTbI UICNOAL3YIOT TexHonorno JA3 ang cozgaHung LmdpoBoro cnepa aToro
npouecca. Ecnu nporpamma npepcraenseTtcs 6bpay3epom Chrome yepes 3aronoBok
User-Agent, HO ee CETEBOWN OTNEYATOK COOTBETCTBYET CTaHAapTHOM 6ubnnoTteke Python,
cepsep NoVMET, YTo nepen HuM 601.° B 2025 roay Ha cmeHy JA3 npuwen ctaHaapT JA4,
KOTOpPbIN 6onee yCTOMUYMB K CNyYanHbIM USMEHEHUSIM B NOBEAEHNN Bpay3epoB N yYnUTbIBAET
napameTpbl npoTokona HTTP/2.°

Ucnonb3oBaHue 6ubnunoteku curl_cffi pna umuraunm 6paysepa

[ns peweHuns nperpag Ha cCeTeBOM ypoBHe bbina co3gaHa bubnuoteka curl_cffi. OHa
npepcraBnset cobon 0bepTky Hag MoguduumpoBaHHou Bepcmen cURL, koTopas ymeeT
MONHOCTbIO KOMMPOBATb NOBEAEHUE peanbHbix 6pay3epoB Npu yCTaHOBKe coeanHeHns.”” B



oTnnume oT 0bblYHbIX BMBNNOTEK, OHa NO3BONSET NepenaTb NapameTp UMUTALLUM KOHKPETHON
Bepcum bpaysepa.

Python

from curl_cffi import requests

# MpuMmep BbINOMHEHNS 3aMpoca C MMUTaLmnen nocnegHen sepcun Chrome
response = requests.get(

"https://www.walmart.com",

impersonate="chrome124"

# BblBOZ CTaTyCa M YacTW KOHTEHTa
print(f"Cratyc oteeta: {response.status_code}")
print(f"3aronosok ctpaHuubi: {response.text[:1001}")

9TOT Noaxop, 3HaUNTENBHO BbICTPEE MCMONBb30BAHUS NMOMHOLEHHbIX 6pay3€epoB, Tak Kak OH He
TpebyeT OTPMCOBKM rpaduKn 1 BbIMOMHEHUs Bcero kopa JavaScript Ha cTpaHuue.”® 9to
ONTUManbHbIM BAPUAHT A1 CAalNTOB, KOTOPbIE BIOKMPYIOT 3anNpoChl Ha 3Tane NPOBEPKU
CEeTEBbIX OTMEYATKOB, HO HE TPEBYIOT CIOXHOIO B3aMMOLENCTBUS C MHTEPDENCOM.

Oco6eHHOCTM cTaHAapTa jad 1 ero BaXXHOCTb

CraHpgapTt JA4 pa3penseT oTnevyaTtok Ha HECKOMbKO YacTeun. YacTb A ONMChIBAET NPOTOKON U
OCHOBHble MeTafiaHHble, YaCTb B copepXuT xew anropnutmoB WwnudpoBaHug, a 4actb C -
PaCLIMPEHUS N anropuTMbl NoanMcK.® CoBpeMeHHbIE CUCTEMbI 3aluThl, Takue kak Cloudflare,
NCNONb3YIOT 3TN AaHHble AN MTHOBEHHOW PpunbTpaLmm Tpaduka oT NPOCTbIX CKPUMNTOB.

MapameTtp JA4 YT1o o3HavaeT Moyemy BaXxkHO
t13d1516h2 Mpotokon TCP, TLS 1.3, [o3BonseT OTAMUnTb
Hannume SNI, 15 wndpos, Chrome ot
16 pacwmpennn, HTTP/2 aBTOMaTU3NPOBaAHHOIO

3anpoca cURL ©

8daaf6152771 Xel OTCOPTMPOBAHHOMO MpenaTcTeyeT ob6xony
CMNMCKa anropuTMoB yepes NPOCTYIO NOAMEHY




WnbpoBaHMUS NopsiAKa AaHHbIX

eb5627efa2ab1 Xeww paclumpeHni n BbissBnseT ncnonb3osaHune
anropMTMOB NOAMUCK 61bNNOTEK, KOTOPLIE HE
NOALAEPXMBaOT

COBPEMEHHbIE PaCLIMPEHMS

[ns ycnewHoro cbopa faHHbIX HEOBXOAUMO CrneanTb 3a TeM, YTobbl BbIbpaHHbIN Npodub

MMUTaLMM COOTBETCTBOBAN 3aronoeky User-Agent.'” Eciu Bbl 3agBsieTe, 4To UcronbayeTe

Windows, HO ceTeBble napaMeTpbl YKasblBatoT Ha Linux, 3awuTa nocymMTaeT 310 NPU3HAKOM
bora.

BpaysepHas aBToMaTU3aumsa U CKpbiTUE NPU3HAKOB
ynpasneHus

Korpa canTt akTMBHO Ucnonb3yeT JavaScript ong npoBepKu OKpY>XXeHWUs, MPOCTbIMU
HTTP-3anpocamu 060MTUCh HE NoNyYnTCs. B Takmx cnyyasx NpUMEHSIIOTCS MHCTPYMEHTbI
aBTOMaTM3aumu, Takmne kak Playwright unu Puppeteer. OgHako cTaHaapTHbIE BEPCUM 3TUX
NpOrpamMm cofepXxaT MHOXECTBO NPU3HAKOB, KOTOPbIE IErko 0BHAPYXMBAKOTCS CUCTEMAMM
3awunThl.®

Npo6nema nepemMeHHon navigator.webdriver

CaMbIM NPOCTLIM NPU3HAKOM aBTOMaTM3aL MK aengeTcs ¢nar navigatorwebdriver. B 06b14HOM
bpay3epe OH OTCYTCTBYET UK paBeH 3HavyeHuto false, HO Npu ynpaBneHumn yepes
cneumanbHble NPOTOKOSbl OH aBTOMATUYECKM NPUHMMAET 3HaueHue true.® CaiiTbl NpoBepSIoT
3TOT dnar ¢ nomoLbto npocTtoro ckpunTa: if (navigator.webdriver) { block_bot(); }.

[Onsa ckpbiTs 3TOro NpusHaka B Playwright MOXHO ncnonb3oBaTh BHeAPEHWE CKpUnTa Npwu
VHULMANN3aLum CTPaHNLbl:

Python

from playwright.sync_api import sync_playwright

with sync_playwright() as p:
browser = p.chromium.launch(headless=False) # Headed pexum MeHee nogospuTeneH
context = browser.new_context()



# Ypansem npuaHak aBToMaTU3aLmmn nepegs 3arpy3kon CTpaHULbl
context.add_init_script("""
Object.defineProperty(navigator, 'webdriver’, {
get: () => undefined
by
")

page = context.new_page()
page.goto("https://www.browserscan.net/bot-detection")
# [anee cnegyet norvka cbopa gaHHbix [18]

TexHonorus camoufox gns MakCUManbHOU CKPbITHOCTMU

Camoufox npepncTtaenseT cobon coBpeMeHHoe pelleHre B chepe aBToMaTn3aumm. 9To He
npocTo 6ubnMoTeKka, a NoNHoueHHasa MoamduLmpoBaHHas cbopka bpaysepa Firefox, B
KOTOPOW 3almMTa OT OBHaPYXEHNS BHEAPEHA Ha YPOBHE McxogHoro kopa C++.'° OT1o penaet
HEBO3MOXHbIM OBHapyxeHre 60Ta Yepea cTaHZapTHbIe NpoBepkn JavaScript.

OCHOBHble TexHM4Yeckmne pewenHns Camoufox:

e lI30onsumsa kofa ynpaBneHus. Bce koMaHabl aBTOMaTU3aLMN BbINOSHAOTCS B OTAENbHOM
cpefe, K KOTOpOW y CKpUNTOB caita HeT gocTtyna.?’

e [loaoMeHa OTMeYaTKOB Ha HU3KOM YPOBHE. bpaysep MMUTUPYET napamMeTpbl BUAEOKAPThI
(WebGL) n otpucosku (Canvas) 6€3 BHECEHUS UCKYCCTBEHHbIX MOMEX, KOTOpble MOTryT
6bITb 3amMeyeHsl.'”

e 3awwmTa ot yTeyek yepe3d WebRTC. Cuctema 6nokmpyeT BOSMOXHOCTb Y3HATb peasibHbIN
IP-agpec Nonb3oBaTens, Aaxe ecnm oH UCNoMb3yeT NPokcK.?

e lcnonb3osaHune Juggler BMecto CDP. [ng ynpaenerus Firefox ncnonb3yerca npotokon
Juggler, KOTopbIN CnoxHee 06HaPYXMTb, YEM CTaHLAPTHbIV MPOTOKOS YrpPaBeH s
Chrome.?°

UccnepoBaHue annapaTtHbIX U CUCTEeMHbIX OTNne4YaTKoB

CoBpeMeHHbIe CUCTEMbI 3aLLUTbl COBMPAIOT faHHble O "XXenese" Ballero ycTponcTea. 310
NO3BOMISIET MM CO3[aTb YHUKASbHbIN MAEHTUPUKATOP, KOTOPLIN COXPAHAETCS Aaxe NPy CMeHe
IP nu ouncTke Kyku. STOT NPOLLECC Ha3bIBAETC GUHIEPNIPUHTUHIOM.

AHanus rpadpunuyeckomn nogcucTembl

OTpucoBka rpadukn yHMKanbHa ans Kaxnom KoMouHaumm BuaeokapThl v apansepa. CKpunTbl
3alNUTbI NPOCAT Bpay3ep HapMCoBaTb CKPbITYIO GUrypy Unmn TekcT Ha xoncTe (Canvas) unm
yepe3 WebGL. MonyyeHHbI pe3ynbTaT NpeBpaLaeTcs B KOPOTKYI CTPOKY - Xell. Y 60ToB,
paboTatoLwmx B 0611a4HbIX CEPBUCAX, ITOT XELL YAaCTO YKa3blBAET Ha UCNONb30BaHNE



nporpamMMHoro oTpucosluvka SwiftShader, uto sBnseTcs SBHBIM NPU3HAKOM aBTOMaTU3aLMN.

[lna 3aWmMThl OT 3TOr0 METOAAa UCNONb3YHOTC ABa NOAX0Aa:

1. [ob6aBneHue HebOMbLIOro "wyMa" B pe3ynbTaT OTPUCOBKU. ITO MEHSIET XeLl, HO Npwu
4YaCTOM MCMONb30BaHUM MOXET BbIrNageTb MOJO3PUTENBHO.

2. Wcnonb3oBaHue pearnbHbix Npodunen obopynosaHus. NMporpammsl Bpoae Camoufox
NOQCTAaBASIOT NapaMeTpbl peanbHbIX BUAEOKAPT, YTOObI pe3ynbTaT OTPUCOBKM Bbirnsaen

ecTecTBeHHo."”

Opyrve Ba)kHble NapaMeTpbl CUCTEMbI

MoMuMo rpadumkm, 3aWNTHbIE CKPUMNTbI aHANM3NPYIOT MHOXECTBO APYIMX AaHHbIX:

e LlpundTbl. CNNCOK YCTAaHOBMEHHbIX B CUCTEME WPUDTOB MOXET MHOTO€E CKa3aTb O
nonb3osaTene. boTbl 4aCTO MMEIOT OrPaHNYEeHHbIN Habop CTaHAaPTHbIX WpPKdTOoB."

e Ayawuo. NMpoBepka TOro, kak 3ByKoBas kapTa 0bpabaTtbiBaeT CUrHas, Takxe No3BonseT
cospaTh yHUKanbHbIN cneq,. '

e CocTosiHne 6aTapen. Y 0bbl4HbIX HOYTOYKOB YPOBEHb 3apsaa NOCTOSHHO MeHseTcs. Ecnu
3HaueHue Bceraa paBHO 100% Wnu faHHble OTCYTCTBYIOT, 3TO BbI3bIBAET Nopo3peHue.’

e YacoBow nosc v 93bik. TN NapameTpbl LOMKHbI COBMafaTh C MECTOMONIOXEHNEM BaLLErO

IP-apgpeca.”

Hwxe npueneHa Tabnuua cpaBHEHWUS NOMYNSPHbIX aHTU-AETEKT peLleHn ons

aBTOMaTU3aL M.
UHCcTpyMeHT Ba3oBbIv ABUXOK MeTop, Mniocobl
MacCKUPOBKU
Camoufox Firefox (Custom) MaTum B anpe C++ HeBo3MOXHO
49 0BHapPYXUTb Yepes
JS, Bbicokast
CKOPOCTb
Playwright Stealth Chromium NHbekLms Nerko HacTpouUTb,
JS-ckpunTos % paboTaeT co
CTaHOAPTHbIM
Playwright
Undetected Chrome Mogndukauums Xopowo obxoaunT
ChromeDriver 6uHapHoro ¢panna 6a30Bble NPOBEPKM
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Ha 6a3e Chrome

SeleniumBase Chrome KomnnekcHble FoTOBOE peLieHne
natum n CDP % "n3 Kopobku" ans
CNOXHbIX 3aAa4

NMoBepeHYeCcKuUn aHanus n UMUTaLna oeNCTBMn
yesioBeka

[axe ecnuv Baww 6pay3ep BbIrSAUT Kak HAaCTOALWMIA, Balle NOBeAeH e MOXET BblAaTb
nporpammMy. BoTbl 06bIMHO NEPEMELLAIOTCS MO CalTy Mo KpaTyanwemy nyTu, KINKakT B LEHTP
KHOMOK 1 AENaloT 3TO MrHOBEHHO nocne noseneHns anemenTa.’ Jliogm xe segyT cebs
XaOTUYHO: OHM [ONrO AyMaloT, ABUraloT MbilbO MO KPUBLIM TPAEKTOPUSAM U MHOTAA
olimbatoTcs.

AﬂrOpVITMbI ABWMKEHUNA MbilUn

Bubnuotekun Bpoge HumanCursor Mcnonb3yroT CNOXHbIE MaTeEMaTUYecKme Mogeny ans
reHepauun TpaekTopuin. BMecTo Toro 4tobbl NnepemMecTmTb Kypcop M3 Touku A B Touky b no
NPSIMOI, OHM CO3AAI0T U3OTHYTYIO NIMHUIO C PpasaMi YCKOpeHVsa 1 3ameaneHms.’ 31o
NMUTUPYET GU3NYECKYIO PaboTy pykKn YenoBeka.

Python

from humancursor import WebCursor

# Ncnonb3oBaHue HumanCursor BmecTe ¢ Selenium
cursor = WebCursor(driver)
element = driver.find_element(By.ID, "submit-button")

# Kypcop nepemMecTuTcs K 9/IEMEHTY MO €CTECTBEHHOW TPAEKTOPUM
cursor.click_on(element)

B Playwright gns atux xe uenen ncnonbsyetcs bubnmnoteka ghost-cursor. OHa no3BonseT He
TONbKO ABUraTh Mblllb, HO U UMUTUMPOBAaTL HaBefeHne (hover) nepeq KMKOM, YTO SBNSETCS

BaXXHbIM CUTHANIOM A1 CUCTEM BPOE PerimeterX.'®

MaTTepHblI HaBUraLum 1 3agepixKkn



BaxkHO cobntofaTb BpeMeEHHblE MHTEPBasbl. Ecnu nporpamMma oTkpbiBaeT 10 cTpaHuWL, TOBapOB
3a OfHYy cekyHpy, OHa bypeT 3abnoknpoBaHa. HeobxoamMmMo BHeapsaThb Cy4YanHbie nays3bl
Mexay AencTeusMU. Takke NonesHo "nNporpesaTth’ CECCULD: NEePeR, TEM Kak NEPenTn K
HY>XHOMY TOBapy, CTOUT 3aWUTW Ha MMaBHYO CTPaHWLY, NPOKPYTUTb €e, UMUTUPYS YTEHUE, U
TOMbKO MOTOM COBEpLIATh Lenesoe aencrame.”’

YnpaBeneHue NpoKcU-cepBepamMm n penyTtaums
appecos

IP-appec sBnseTcs nepsbiM pybexxom 3awmTbl. ECnv Balw agpec npuHapiexuT KpynHomy
paTta-ueHTpy (Hanpumep, AWS nnn Google Cloud), gosepue k Hemy ByaeT MUHUManbHbIM. '
BOnbLUMHCTBO CEpbEe3HbIX CaTOB Cpa3y BblAaloT NPOBEPKY Kanyen TakuM Mosib30BaTesNIsaMm.

Tunbl npokcu u nx apdpekTuBHocTb B 2025 ropy

[ns KauecTBEHHOrO cbopa AaHHbIX MCMOMb3YIOTCA TPU OCHOBHbIX BUAA NPOKCU:

1. Pe3npeHTHble NPoKCcU. ATO apgpeca 0bblYHbIX fOMALIHUX Nofb3oBaTenen. OHY UMeLoT
BbICOKMI yPOBEHb AOBEPUS, TaK Kak 3a HUMM OBbIYHO CTOST peanbHble nopm.

2. MobwunbHble npokcu. CaMbli HageXHbI BapuaHT. bnarogaps texHonorun CGNAT, Tbicsum
NOAEN MOTyT UCMONb30BaTb OAMH U TOT Xe MobunbHbIM IP. BnoknpoBKka Takoro agpeca
MOXET NULINTb [OCTYNa MHOXECTBO peasibHbIX KIIMEHTOB MOBUIIBHOrO ONepaTopa,
NO3TOMY CalTbl OTHOCSTCS K HAM OYE€Hb NOSNIbHO.?

3. CepeepHble npokcu. Jelesble 1 ObICTPblE, HO NIerko 0bHapyxmBatoTcs. [logxoaaT ToNbko
AN NPOCTbIX CanToB 6e3 NPOABUHYTON 3aLUUTbI.

Tun YpoBeHb foBepus CrouMocTb OcHoBHas cdepa
NPUMEHeHus
PeanpgeHTHble Bbicokuin CpepnHss MaccoBebin cbop

[OaHHbIX, 06xon,
Cloudflare %

MobwunbHble OueHb BbICOKUM Bbicokag PaboTta c
couceTamun, obxop,
DataDome u
Akamai %

[ata-ueHTpbl Huskumm Hun3kas TecTtupoBaHue,

cbop OaHHbIX C
NPOCTbIX PECYPCOB
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CTpaTeFMﬂ NCcnoJsib3oBaHUSA NPOKCU

SdPeKTMBHBIM NOAXOR, 3aKTHOYaETCa B TMOpMaHOM MaplupyTnaaumm. [ns npocTbiX CTPaHuL,
MOXHO MCMONb30BaTb AELLEBbIE CEPBEPHbIE aApeca, a NPU 0BHaPyXeHUN BIOKMPOBKM
aBTOMAaTWYECKM NEPEKNIOYaTLCS Ha PE3UAEHTHbIE UMK MOBUMbHBIE.” BaXXHO COXpaHsiTh
"nunkne" (sticky) ceccmm: B pamkax ogHoro ceaHca paboTbl ¢ canTtom IP-agpec He gonxeH
MEHSTHCS, MHaUe 3TO BbI3OBET NMOAO3PEHME Y CUCTEMbI BeaonacHocTh."”

ABTOMaTI/I3aLI,I/I9| peweHna Kanuum

Ecnu 3awmTta BCe Xe Bblgana Kanyy, ee Hy>XHO pewunTb aBTomatnyeckun. B 2025 rogy aTo vawe
Bcero Cloudflare Turnstile nnn reCAPTCHA v2/v3. 9Tu 3agaum peLatoTcs nmbo yepes
crneunannavpoBaHHble API-cepBuChl, NGO C NOMOLLbIO NOKaNbHbIX MOAENeN MallMHHOIO
0byyeHus.

MUcnonb3oBaHue CepBUCOB peLlleHUsa Kanuun

Cepsucbl Bpoge CapSolver nnu 2Captcha no3sonatoT NonyyYnTb TOKEH PELLEHMS, KOTOPbIN
3aTeM nopcTasngeTcs B GopMy Ha canTe. [pouecc BbIrnsguT Tak:

CKpWNT Haxo[uT KNtoy carTa (sitekey) B MICXOAHOM KOAE CTPaHULbI.

MapameTpbl OTNPABNAIOTCSA Ha CepBEP CepBuCa.

Yepes HeEKOTOpPOE BpeMs CEPBUC BO3BPALLAET AIMHHYIO CTPOKY - TOKEH.

CKpUNT BCTaBNSIET 3TOT TOKEH B CKPLITOE MOJE Ha CTPaHuULEe 1 oTnpasnseT popmy.°

NokanbHoe pelweHune yepes mogenu yolo

NS TEKCTOBBIX MK rpadunyecknx kany (Hanpumep, rae Hy>XHO BbIGpaTh N306paxeHuns C
onpeneneHHbIM 06EKTOM) MOXHO UCMONb30BaTb HEMPOHHbIE ceTu. Mopenu cemenctea YOLO
(You Only Look Once) otnnyHo cnpaBnstoTcs ¢ 06Hapy>XeHNEM 0ObEKTOB Ha KAPTUHKAX B
PEXVME PeanbHOro BpeMeHn.*? 3To N03BONSET 3HAUNTENBHO CIKOHOMUTDL Ha YCAyrax
CTOPOHHMX CEPBMCOB NpK 6onbLIMX 06beMax pPaboTbl.

Python

# KoHuenTyanbHbIM NpUMEp UCMONb30BaHKs MOAENN ANs Noncka 06bEKTOB Ha Kanye
import torch
from PIL import Image



# 3arpyska npenobyyeHHON Mogenm
model = torch.hub.load('ultralytics/yolov5', ‘custom', path='captcha_model.pt')

# PacrnosHaBaHMe 06beKTOB
img = Image.open('captcha.png')
results = model(img)

# I'Ionyqul/le KoopaounHat 0b6beKToB onga MMNMTaunm Knmka
print(results.xyxy)

ccnepoBaHMs NokasbiBakoT, YTo Mogenu sepcum nano (YOLOvV8N munmn YOLOv10n)
obecneurBaloT HaumyuLlylo CKOPOCTb PaboTbl, YTO KPUTUYHO ANS aBToMaTM3aumn.*®

PeanbHbi npumep: o6xon cuctemnl datadome Ha
canTe puteunepa

PaccmoTpuM npouecc cbopa faHHbIX O LieHaX Ha KPOCCOBKM C CanTa, 3aLMLLEHHOTO
DataDome. 3T0 0fiHa U3 CaMblX arpPeCcCuBHbIX CUCTEM, KOTOpas 6oKMpyeT [ocTyn npu
Marneunwem nogo3peHnn.

War 1. UHuumanusaums okpyxxeHnus. Vicnonbsyetcsa Camoufox uepes Playwright.
BbibrpaeTcs npodunb peanbHoro nons3osatens Windows ¢ akTyanbHon Bepcuen Chrome.
HacTpaunBaeTcs NogkaoueHre yepes MobunbHbI Npokeu Benukobputanmm.™®

War 2. O6xopn nepBuYHOM NpoBepku. [Npu nepsom nepexone DataDome cobupaet
oTneyaTku. Bnarogaps Camoufox, Bce nposepkn Canvas 1 WebGL npoxoasT ycnelHo, Tak
kaK 6pay3ep BblAaeT napaMeTpbl peanbHoro rpaduyeckoro npoueccopa.?

War 3. UmuTaumusa nosepeHus. [Jna nepexona B pa3gen "Myxckas obyBb" MCNonb3yeTcs
bubnmoteka ghost-cursor. Mbiwb NIaBHO NepeMeLLaeTCs K MEHIO, 3aAePXMBAETCH HAa HEM
(uMUTUPYA hover), 1 TONIbKO MOTOM NPOUCXOAMUT KINK. STO NO3BONAET M36exaTb BlI0KMPOBKM
Ha OCHOBe nosepeHyYecknx anroputmos. '°

War 4. C6op 1 poTauums. [ocne U3BNeYEHUS AaHHbIX C NATU CTPAHUL, CKPUNT 3aKpbiBaeT
6paysep, MeHseT IP Ha NpoKcK 1 co3aaeT HOBbIN NPOPUb NONL30BATENS C APYrMMU
XapakTepuUCTMKaMmn akpaHa 1 WpudhToB. DTO NPELOTBPALLAET CBA3bIBAHNE PA3NYHBIX CECCUN
B OAHY Lenouky.”

Pe3ioMe u nyywume npakTUKu

[ns nocTpoeHus ctabunbHon cuctembl cbopa faHHbIX HEOOXOAMMO NPULEPXKMBATLCS
cnegyoLwmnx npaBun:

e Bcerpa obecneunBanite COOTBETCTBME MEXIY BCEMU YPOBHAMM OTneYaTkoB. User-Agent



[OMKEH cosnapaath ¢ Bepcueit TLS n annapaTHbIMK xapakTepucTukamm. '’

e licnonb3yiiTe MHCTPYMEHTbI, KOTOPbIE BHOCAT M3MEHEHUS Ha YPOBHe aapa 6payaepa (kak
Camoufox), a He NPOCTO NOAMEHSIIOT NepemMeHHble yepes JavaScript.?°

e OTnasaiiTe NPeAnoYTEHNE PE3UAEHTHBIM U MOBUIbHLIM NPOKCH. STO 3HAUNTENBHO
CHUXaeT PUCK NoSBAEHNs kanum.?

e BHeapsiTe MEXaHN3MbI IMUTALIMM YENIOBEUYECKOrO NOBEAEHMS: ClyYalHbIe 3aAepXKKY,
NNaBHble ABMXXEHNS MbILIW U PEANIMCTYHbBIE NaTTePHbI NPOKPYTKM CTPaHuL,.’

e PerynsapHo TeCTUpYyINTE CBOM CKPUNTbI Ha feTekTopax Bpoae CreepdS, utobbl BOBpEMs
3aMeTVTb HOBblE METOfbl O6HapyxeHns 60ToB.>

MwuHn-faq no TexHnyecknm Bonpocam

1. B yeM pa3sHuua mexay JA3 u JA4? JA3 - 3T0 CTapbli CTaHA,APT, KOTOPbIV YyBCTBUTENEH K
nopaaky AaHHbIX B ceTeBOM nakeTe. CoBpeMeHHble 6pay3epbl CrneLmnanbHO MEHSIOT 3TOT
nopanoK, YTobbl 3aWMTUTLCS OT Crexkn, 4to nomaeT JA3. JA4 peluaeT 3Ty npobnemy,
COPTUPYS AaHHbIE Nepeq XelmpoBaHem 1 o6asnss nHdopmaLmio o npotokone HTTP/2.°

2. MoxxHo nu ucnonb3oBatb headless pexxum B 2025 ropgy? CtaHgapTHbIM headless pexum
B Chrome nerko obHapyxuBaeTcs no cneymburyeckmm napameTpaM OTPUCOBKM U OTCYTCTBUIO
HekoTopbix API. [1ng ycnewHon paboTbl yyie ncnonb3oaTth "HOBbIN" headless pexxum nnm
creumanbHble naTuy Bpofe Tex, uto ecTb B Camoufox 1 Undetected ChromeDriver.?°

3. MomoratoT nu 6ecnnatHbie Npokcu?

MouTtun HMKorga. becnnatHble Npokcy HBbICTPO NonagaroT B CINCKM BIIOKMPOBOK BCEX CUCTEM
3awnTbl. MIx ncnonb3oBaHne NpuMBELET K TOMY, YTO Bbl bygeTe nonyyatb owmnbky 403 vnm
Kanyy Ha KaX[oMm 3arnpoce.

4. 3auyeM HyxHa 6ubnuoteka curl_cffi, ecnu ectb Playwright? Playwright notpebnset
MHOIO PecypcoB npoLieccopa 1 NamaTh, Tak Kak 3anyckaeT Lenbin bpaysep. Ecnu cant
3alUuLLEH TONbKO Ha ceTeBoM ypoBHe (TLS), To curl_cffi nosBonuT cobupatb AaHHbIE B
[ecsTku pas beicTpee 1 pelesne.'

5. Kak cuctema noHumaert, 4To g ucnonbayto Selenium? Selenium pob6aenseT Bo
BHYTPEHHME CTPYKTYpbl bpay3epa cneumduryeckmne nepeMeHHble 1 CBoMCTBa (Hanpumep,
$cdc ... B Chrome). CucTeMbl 3aLMTbI ULLYT 3TN Cleabl. YToObl 3TOro M3bexaTb, HYXXHO
MCMoNb30BaTh MOAMPULMPOBAaHHbIE ApalBepbl, Takue kak Undetected ChromeDriver.?

6. Yto Takoe WebRTC yTeuka? 310 cutyaLms, KOrga Yepes crneunanbHblil NPoTOKoN Ans
BMAEOCBA3N CaNT MOXET y3HaTb Ball peasnbHbi IP-agpec, paxe ecnv Bbl UICNONb3YeTe
npokcu. Ytobbl aToro He npousolwno, WebRTC Hy>KHO oTKnouaTh B HacTpolkax 6paysepa. '

7. Kak 4acTo HY>KHO MeHATb Lu$ppoBOM oTNevaTok? PekoMeHOYeTCs CO3aBaTb HOBbI



npodunb (0TNeYaTok) AN Kaxmon HOBOW CECCUM UM MOCSE BbINONHEHUS ONPEAeNeHHOro
obbema 3afay. ITo He NO3BONFET CUCTEME 3aLUUTbI HAKOMUTb AOCTATOUYHO AaHHbIX A TOro,
4TO6bI MOMETUTD Ball MPOPUIb Kak NOAO3PUTENbHBIN. '
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